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Mr. Guo has been involved in many data protection and cybersecurity compliance projects,
including establishing and implementing data protection and cybersecurity compliance
systems, advising on cross-border data transfer compliance, and conducting data protection
and cybersecurity compliance due diligence in IPOs and related transactions. His work
includes responding to governmental law enforcement agencies, advising on data protection
and cybersecurity compliance, and drafting and revising related documents.

REPRESENTATIVE MATTERS AND CASES

Assisted a world-renowned reinsurance company in improving its data
protection and cybersecurity compliance system by drafting and revising
various data protection and cybersecurity related policies, systems, and
agreements and by providing compliance advice on implementing
compliance systems

Assisted various banks in establishing their data protection and cybersecurity
compliance systems, conducted cross-border data transfer (CBDT) security
assessments, and provided advice on data protection and cybersecurity

Assisted various fund clients in conducting CBDT standard contract filings
and provided compliance advice on data protection, cybersecurity and

PRACTICE AREAS

PATRICK GUO’S PRACTICE FOCUSES ON PRIVACY AND
DATA PROTECTION, CYBERSECURITY, GOVERNMENT
ENFORCEMENT AND REGULATORY COMPLIANCE.
PATRICK GUO’S CLIENTS OPERATE IN A WIDE RANGE OF
INDUSTRIES AND SECTORS SUCH AS FINANCE,
CONSULTING, EDUCATION, MANUFACTURING,
HOSPITALITY, LUXURY, RETAIL, AUTOMOTIVE, TMT,
GAMING, LOGISTICS, PHARMACEUTICALS, ARTIFICIAL
INTELLIGENCE, AND INFORMATION TECHNOLOGY.
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counterespionage laws, including the identification of sensitive data such as
state secrets and important data, the establishment and implementation of
compliance policies applicable to different business scenarios, and the
related trainings

Assisted various luxury, beauty and retail clients in establishing and
improving their data protection and cybersecurity compliance systems and in
conducting CBDT security assessments and standard contract filings, and
provided relevant data protection and cybersecurity compliance services
such as data protection impact assessments

Assisted consulting firms, manufacturing companies, information technology
companies, financial leasing companies, hotels and real estate clients in
conducting and receiving approvals in CBDT security assessments and
standard contract filings

Assisted various clients in handling cybersecurity incidents and data breach
incidents by conducting incident reporting and notification, responding to
government enforcement agencies, and adopting appropriate remedial
measures

Advised renowned universities, examination organisations, and others on
data protection and cybersecurity, foreign-related investigations and other
aspects of their business in China, such as educational examinations in
cooperation with Chinese and foreign countries

Cooperated with various foreign law firms in data protection and
cybersecurity compliance projects including CBDT projects

Advised companies involved in listing projects on data compliance, included
conducting data compliance due diligence, drafting and revising listing-
related documents, and conducting cybersecurity compliance reviews

Assisted companies in their overseas business and provided compliance
advice on data protection and cybersecurity, such as assisting gaming
companies in updating privacy policies and consent mechanisms

Advised multinational companies on the extra-territorial application of
Chinese data protection laws and assisted their overseas businesses and
platforms in establishing mechanisms compliant with these laws

Assisted various companies with employee-related data protection disputes,
included drafting documents, handling disputes over the processing of
employee data, handling internal investigations and providing compliance
advice

Advised companies on app licencing and filing and on various app-related
disputes, included responding to government enforcement agencies,
conducting APP data compliance assessments and implementing
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rectifications

Conducted data protection and cybersecurity due diligence against target
companies in M&A transactions and in investment transactions in various
industries and sectors such as pharmaceuticals, manufacturing, artificial
intelligence, logistics, information technology, and real estate

Researched and drafted reports on data protection, cybersecurity, etc.,
including studies in co-operation with platforms such as Lexology and
ASIFMA (Asia Securities Industry & Financial Markets Association)

OTHER INFORMATION

Education

East China University of Political Science and Law, LL.M.

Shanghai University of International Business and Economics, LL.B.

Professional Qualification

Admitted to practice in the PRC

Work Language

English

Mandarin

Professional Background

Patrick Guo joined Fangda in January 2019. Before joining the firm, he worked at a
UK law firm as an associate.
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